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LEGAL VISITORS ACCESS TO IT IN THE ESTABLISHMENT

In compliance with Prison Service Instructions 10/2012 Legal advisers are authorised to bring into the establishment IT equipment that is necessary for consultation with their clients and in those cases on which they are engaged with that particular client. This is provided that the equipment and the use of it comply with the terms set out in notes 1 to 7 below.
The presence of an authorisation to bring such equipment into the establishment does not infer an automatic right to do so in all cases. Staff supervising prisoners in the establishment may still impose addition administrative restrictions on items allowed where there are reasonable grounds to believe that these restrictions are necessary to prevent unauthorised communications by prisoners or other security breach. Unless there is good reason to suspect that this is the case then legal advisers will be allowed to bring necessary IT equipment into the legal visits area or properly brief their clients electronically.

Approval to bring IT equipment into the establishment must be made in advance of any legal visit.

The application form is available on the HMP South Yorkshire (formally HMP Moorland) public web page and on completion should be faxed to 01302 523001 or posted to the security manager at the address below.

HMP South Yorkshire

Assessment site (Previously HMP Moorland)

Bawtry Road

Hatfield Woodhouse

Doncaster 

DN7 6BW
Email – Security,MoorlandClosed@hmps.gsi.gov.uk
The approval authority will be granted for a period of 3 months after which a renewal application must be made.

Authorisation will be confirmed by telephone.

Any changes to the IT equipment will require a new application form.

1. Computers should be small, self-contained portable devices such as laptop computers or tablets.  External devices such as external keyboards, printers or mice, etc are not authorised other than that external data media set out in the authorisation above. 

2. Computer equipment which has built in Wi-Fi, 3G or other networking capabilities is allowed provided that the network capability is switched off, any external 3G dongle or SIM card is removed where practical and no attempt is made to transmit or receive images, sound or information by electronic communications.

3. Computer equipment may contain built in cameras but if so fitted the camera may not be used to take photographs or video within the court cell/holding area.  
4. Computer equipment may contain a sound recording device.  Legal advisers are authorised to make sound recordings of their clients for the purposes of advising them on the matter for which they are so engaged and in doing so may use computer equipment for this purpose rather than bringing into the cell/holding area a separate sound recording device.

5. No data or items of equipment may be passed to the prisoner with the intention of this remaining in the possession of the prisoner.  Separate procedures exist under “Access to Justice” arrangements to enable the prisoner to have possession within prison of IT equipment and legal documents in electronic format.  Any requests for data, or IT equipment, to be passed permanently to the prisoner should be declared to the holding prison, and not NOMS staff or contractors at court, and then considered under “Access to Justice Laptop” arrangements within the prison.

6. Legal advisers are responsible for all equipment brought into the court holding cells/areas and should ensure they have all items with them when they leave. Loss of such items in prisoner areas is a serious matter and all losses must be reported to NOMS staff or contractors immediately.

7. Any complaints about the operation of this process that cannot be resolved with the Senior Custody Officer at court should be made via the appropriate escort contractor Regional Operational Manager.  General queries on national policy in these areas can be made to NOMS headquarters. (Emma.Prince@noms.gsi.gov.uk).



· On entry into the establishment the letter of authorisation must be shown to the gate staff
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HMP/YOI SOUTH YORKSHIRE ICT TECHNOLOGY EQUIPMENT COMPACT 


Information to non legal advisers bringing IT in or taking IT out of the establishment
· Laptop computers (Wireless enabled laptops must have this facility switched off / disabled)

· Memory Sticks

· Any storage device for a computer, CD, DVD, floppy disc etc

· Any computer or telephony equipment

· Any Computer Hard Drive or Programs

· Any camera, video, recording or fingerprinting equipment

Terms and Conditions of Use

· The laptop recorded above will be used solely for the purpose stated

· The above laptop does not hold personal data of staff or prisoners

· The laptop will never connect (or be connectable) to the Quantum WAN/LANs

· That you will never exchange removable media with the Quantum infrastructure

· The laptop internet access has been disabled prior to bringing it into the establishment

· Valid Software licenses exist for all the installed laptop software 

· No inappropriate material such as pornographic, racist, sexist or other offensive material should be resident on the laptop whilst in the establishment

· No official or sensitive material may be stored on the laptop or removed from the establishment

· The laptop must be locked away at all times when not in use 

· The establishment will not be liable for any loss or damage that occurs to the laptop however caused e.g. theft, misuse, accidental loss or staff searching etc.

· USBs/CDs only to be used on standalone equipment and checked before use

· USBs/CDs -Only files relating to the nature of the visit to be stored on storage devices.
Any laptops must not be wireless enabled and must be made available to the IT Department for checking upon request. 
No other IT or telephony equipment is allowed into the establishment without express written permission of the IT Manager or Security Department.
Any photos taken in the prison must be approved by Security Department prior to be taken out of the establishment.
	Annex A
	REQUEST TO BRING IN OR TAKE OUT IT EQUIPMENT AT A HMP SOUTH YORKSHIRE ESTABLISHMENT
	SY - ITC

	
	
	1
	of
	2012.


	Name of Applicant
	

	Contact Number and email address
	Tel:
	

	
	email
	

	Company/Organisation you work for
	

	Indicate which site being requested for clearance by deleting site/s not applicable.
	Assessment Prison
	Working Prison


	Open Prison



	
	(Formerly HMP Moorland)
	(Formerly HMP Lindholme)
	(Formerly HMP Hatfield)

	Site/Prison Contact Point
	

	Date you want to bring equipment in
	

	ICT Equipment details
	Make
	

	
	Model
	

	
	Serial Number
	

	Reason for use of equipment on site
	

	Will this equipment be connected to the HM Prison computer network?
	Yes
	/
	No
	Delete as applicable


I agree to abide by the terms and condition specified above.
	Name
	

	Date
	

	Signature
	


-------------------------------------------------------------------------------------------------------------------------------------------------------
To be completed by Security Department
	This authority is valid from 
	
	until
	

	
	
	
	

	Approved By
	
	Date
	

	
	
	
	

	Signature
	
	Security Role
	


